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Introduction:
Urban areas are increasingly under threat from invasive forest pests and diseases, and there is a recognized gap in knowledge on the character and condition of the nation’s urban forest and tree resources.  New pest introductions in urban forests often go undetected for years because local tree inventories do not include pest detection as part of the inventory process.  This results in increased damage by the pest and makes it more costly to implement containment, regulatory, eradication and management measures.  While many communities routinely complete and update local tree inventories, there is currently no way to aggregate that data to assess forest health risks and trends at multiple scales. 
Scope of Work:

To address these problems the Northeastern Area (NA) is requesting proposals to build an online Urban Forest Health Information Center (UFORHIC) to aggregate and analyze local tree inventory and pest detection information from communities in the Northeastern Area
.  UFORHIC will:

· provide a platform for easy upload of community tree inventory and pest detection data;

· allow for analysis, identification, and reporting of urban forest health trends and anomalies at multiple scales; 
· allow for the exchange of information with the National Plant Diagnostics Network (NPDN) data repository; and

· provide enough detail to make the effort relevant to urban forest managers as well as state and federal agencies.

Construction of the UFORHIC will require ongoing engagement with a Technical Working Group (TWG) that includes a cross section of the expected users of UFORHIC.  While the Forest Service will coordinate the activities of the TWG, the recipient/cooperator will need to be flexible to adjust to the requirements that the TWG develops.  The TWG and the recipient/cooperator will also need to ensure that UFORHIC development is consistent with the effort being lead by the International Society of Arboriculture (ISA) to standardize tree inventory data.  
The proposal should include a plan and cost estimate for both developing UFORHIC and for housing and maintaining the data uploaded to UFORHIC through Spring 2011.  The recipient/cooperator will also construct a User Interface for UFORHIC that includes a web portal for the secure upload and use of data plus access to major resources on urban forest health (e.g. First Detector Training, Pest Alerts.)  The work involved in maintaining UFORHIC once it is fully constructed and operational are not a part of this RFP and will be covered in a separate, future agreement.  Therefore, UFORIC should be designed as a nonproprietary system. 
Further details on the required design elements of UFORHIC are provided in Appendix A.

The recipient/cooperator must comply with all relevant Forest Service information technology (IT) security requirements.  A description of these requirements is provided in Appendix B.
Proposal Requirements:

Proposals will be reviewed for:

· The applicant’s capacity and capability to implement the proposal;
· Their collaborative skills as demonstrated in previous projects;
· Ability to work through an iterative process as UFORHIC is developed; and
· Experience creating secure information systems in order to meet federal security requirements.
The projects will be funded as a cooperative agreement. In accordance with USDA Forest Service guidelines, indirect charges will not be provided for state cooperative institutions. Indirect charges for all other institutions will be limited to 10%. A minimum contribution equaling at least 20% of total project costs (that is, a contribution equaling at least 25% of the Forest Service contribution) must be provided by the institution.

Proposals can be a maximum of 10 pages, 8½ x 11 inch format, using 12-point font and standard spacing – and must include:

1. Proposal to create design elements (a description of how the recipient/cooperator will meet the “key design elements” listed on page 1 of Appendix A).

2. Amount requested.  This should include:
· The amount requested to construct UFORHIC.
· The amount requested to host the data that will be uploaded to UFORHIC.
· The amount requested to construct the user interface.
3. Matching amount
4. Time Table 

· Our desired timeframe is to have a Beta version of UFORHIC constructed by Summer 2010.

· There will be focused implementation in the Summer of 2010 to generate data for input into UFORHIC.
· The goal would then be to refine UFORHIC over the Fall and Winter of 2010, for a fully operational version by Spring 2011.  (The work involved in maintaining UFORHIC beyond Spring 2011 are not a part of this RFP and will be covered in a separate, future agreement.)
5. Project Team (names and contact information for who from your organization will be doing the work)

6. Recipient/cooperators and Other Participating Institutions (if applicable)

Additional items required but not included in the 10-page limit:

1. A short (no more than one-page) curriculum vitae for each principal project team member.
2. Required Forms:

· SF 424 Application for Federal Assistance

· SF 424A Budget Information for Non-Construction Programs

· SF 424B Assurances for Non-Construction Programs

· SF LLL (Rev 7-97) Disclosure of Lobbying Activities (if funding request is $100,000)

· AD-1047 Certification Regarding Debarment and Suspension

· AD-1049 Certification Regarding Drug-Free Workplace

These forms can be found on the Grants.gov posting and at the Northeastern Area website at http://www.na.fs.fed.us/fap/fap.shtm.
Items to note when completing SF-424 and SF-424A:
· The Catalog of Domestic Assistance Number is 10.680.
· Program name is Urban Forest Health Information Center.
· Anticipated project start date should be around September 1, 2009.

3. A Budget showing both requested and matching (at least 20% of total project costs) funds, using the format provided on page 5 below.
Budgets should include costs through Spring 2011, as agreements will be funded in their entirety. Please have your budgets checked by your grants and agreements office before submission. A minimum 20 percent cost sharing is required; a higher cost sharing percentage is preferred. 

How to Submit Proposals:

Proposals should be submitted electronically in Microsoft Word or PDF format to by 5:00 pm EST on July 20, 2009 and should be submitted via email to jessicacall@fs.fed.us – late submissions will not be accepted. 
Receipt of all submittals will be acknowledged.  If you do not receive confirmation that your proposal was received by July 29, 2009, please contact Jessica Call at 202-205-1056.  Notification of acceptance or rejection of proposals will be made by August 14, 2009. 
Grants.gov Instructions:

Applicants may also file an electronic application at http://www.grants.gov/ which contains full instructions on all required passwords, credentialing, and software.  Follow the instructions at Grants.gov for registering and submitting an electronic application. If a system problem or technical difficulty occurs with an electronic application, please use the customer support resources available at the Grants.gov Web site.

First time Grants.gov users should go to the “Get Registered” tab on the Grants.gov site and carefully read and follow the steps listed.  These steps need to be initiated early in the application process to avoid delays in submitting your application online.  Step three, Registering with the Central Contractor Registry (CCR), will take some time to complete, so keep that in mind when beginning the application process.  In order to register with the CCR, your organization will need a Data Universal Numbering System (DUNS) Number.  A DUNS number is a unique nine-character identification number provided by the commercial company, Dun & Bradstreet (D&B).  To investigate if your organization already has a DUNS number or to obtain a DUNS number, contact Dun & Bradstreet at 1-866-705-5711. Be sure to complete the Marketing Partner ID (MPIN) and Electronic Business Primary Point of Contact fields during the CCR registration process. These are mandatory fields that are required when submitting grant applications through Grants.gov.  Information about registering with CCR was published in the Federal Register on January 17, 2006 (See 71 FR 2549).  Additional application instructions for submitting an electronic application can be found by selecting this funding opportunity on Grants.gov

If you submit your proposal through Grants.gov, the required forms will be located in two different locations on the application website.  Forms AD-1047 and AD-1049 are available under the Full Announcement tab.  The AD-1047 and AD-1049 forms need to be downloaded, completed and then rescanned so they can be uploaded electronically as part of the application.  To load the AD forms, go to the Application tab, and open the Grant Application Package.  Under Mandatory Documents, select Attachments.  When the Attachments form is opened, there will be an option to upload the AD forms. The other required forms (SF-424, SF-424A, SF-424B and SF-LLL) are already embedded in the Grants Application Package.  Select the form under the Mandatory Documents section and fill them out directly. 

Additional Financial Information:  

Please note, if your proposal is funded, you must obtain a DUNS number from Dun & Bradstreet, and then register your organization at the Central Contracting Registration (CCR) website (http://www.ccr.gov).  To verify that your organization has a DUNS number or to take steps needed to obtain one you may call the dedicated toll-free DUNS number request line at 1-866-705-5711 or go to http://www.dunandbradstreet.com.

Financial Check List -- This will assist in the smooth processing of your proposal if it is selected for funding.

1.  Do you have a recently dated copy of your IRS non-profit/for-profit tax status? If you are a first-time applicant with Northeastern Area State and Private Forestry, you must provide a copy of this as part of your application packet.  

2.  Are you registered in the Central Contracting Registry (CCR)?  If you are not currently registered or are unsure of your current expiration date, please go to the following website:  

https://www.bpn.gov/CCRSearch/Search.aspx
3.  Dun & Bradstreet (DUNS) number:

a. Do you have a DUNS number that identifies your organization as listed on your application or do you "share" this number with other parts of a larger organization?  

b. Do you have more than one DUNS number?  If so, please use the DUNS number that matches the Employer Identification Number (EIN) assigned by the IRS.   

4.  Employer Identification Number (EIN):

a. Do you have an EIN that is specifically assigned to your organization or do you "share" this number with other parts of a larger organization?  

b. Do you have more than one EIN number?  If so, please provide the one EIN number that matches the IRS letter required in part 1 above showing your current nonprofit/for-profit tax status.  
For additional information, contact:

Jessica Call

UFORHIC Project Manager

201 14th Street, SW

Mailstop 1104

Washington, DC 20250

Ph : 202-205-1056

Email : jessicacall@fs.fed.us

Budget Table:

	Categories
	I

FS Share
	II

Cooperator’s Share
	III

Total

	1.  Personnel
	
	
	

	2.  Fringe benefits
	
	
	

	3.  Travel
	
	
	

	4.  Equipment
	
	
	

	5.  Supplies/Materials
	
	
	

	6.  Contractual
	
	
	

	7.  Construction
	  Not Applicable
	
	

	8.  Other (identify)
	
	
	

	9.  Direct charges
	
	
	

	10.  Indirect
	
	
	

	11.  Total
	
	
	

	12.  % of Total
	
	
	


Instructions for Table I:

1.  Lines 1-7:
Enter the dollar amount for each item.

2.  Line 8:
Identify charges.  Additional lines can be added for budget items not listed.

3.  Line 9:
Sum of 1 – 8

4.  Line 10:
Charges not directly attributable to accomplishing the project such as overhead.

You are encouraged to keep the Forest Service share of indirect charges to a minimum.

5.  Line 12:
Use total in Line 11, Column III to determine the percentage of each share.

II.  Cooperator Contributions — (not including U.S. Forest Service contributions)

	
	Cooperator
	Cash
	Materials
	In-Kind Services
	Total

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Totals
	
	
	
	
	


Instructions for Table II:

Excluding U.S. Forest Service contributions, identify the value of all other cooperator contributions.  Please value in-kind contributions and materials at reasonable and acceptable rates.
Key Design Elements:  

The features listed below are the basic features that UFORHIC needs to provide.  However, refinement of these features is expected as based on feedback from the Technical Working Group as UFORHIC develops.  The recipient/cooperator for this agreement will need to work with the Forest Service and the TWG to refine these design elements as needed.

Secure Access for Submitting Data
· Restricted user names and passwords for uploading data.

· Restricted user names and passwords for accessing the UFORHIC database.

· Possible elements:

· Tiered levels of access for users, e.g. some with full access to data, others with only partial access. 

· Secure passwords for some reports.

· Public access for some reports.

· See Additional Security Requirements in Appendix B

Data Upload:

· Individual communities will be able to upload their data through a web portal. 
· Over the short-term, data will include:
· From existing tree inventories (information currently held in many different databases at the community level)  
· Community location (FIPS code) with project # if needed
· Tree species

· Tree dbh

· Type of inventory (sample vs. complete)

· Type of ownership (public vs. private)
· Date entered

· POSSIBLY: Condition Class (if it can be converted to a standard format)
· IPED
· Standard IPED data fields (see Appendix C) 
· Community location (FIPS code) – same as for inventories
· Over the long-term, additional data will be uploaded:

· Full suite of data fields from inventories that follow a standardized format.

· i-Tree based inventories should be able to provide this information soon.  

· ISA is working on data standards for inventories; UFORHIC can be a vehicle to push for adoption of this standard.  

· GPS coordinates of individual trees may become an optional field in the future.
Integrity through Quality Assurance/Quality Control (QA/QC)
· Error checking of data entries in PDAs against data field requirements. 

· Data validation in the application – data field definition, version control

· Repetition of all PDA-based error checks after the data is uploaded to the database.

Data Life Cycles
· From a data storage perspective, there will need to be a periodic purge of old data from the UFORHIC to some sort of data archive.  

· The appropriate retention time for different data sets needs to be determined.  For example, pest signs and symptoms data may only be relevant for two years or less, while tree inventory data would be useful for five years. 

Data Summaries and Geographic Aggregations

· Ability to summarize tree-level data to municipal and/or neighborhood summaries.

· These summaries are needed to make the data sets from sample-based inventories and complete inventories compatible. 

· Aggregation of summary data to state-wide and regional reports (add language on need to be able to extrapolate data to larger scale reports with standard error terms.).

· Creation of new data fields as derived from raw data fields.

Secure Access for Viewing Data and Reports
· Restricted user names and passwords to access the database.

· Restricted user names and passwords for some reports.

· Possible elements:

· Public access for some reports.

· Reports can be printed or emailed 
Data Warehousing

· Pre-prepared data tables for quick online access of ‘canned’ reports.  For the most popular reports, we’ll develop pre-prepared reports so that the system is not clogged with multiple requests for the same report.

· The UFORHIC will also need to allow customized reports to be created, where the user can look at any data combination he or she wants, including the ability to query by element.

· We expect to need a mixture of pre-prepared and customized tables.  

Reporting Applications

· We will want some sort of instant feedback provided to anyone who submits data to the UFORHIC.  

· Potential examples include a comparison of how the data you submitted compares to the average database value.  

· Any pre-built reports and queries will need to be updated on frequent cycles to incorporate new uploaded data and feedback from users on how to improve reporting functions.

Long-term Maintenance

· Additional reporting applications will need to be built based on feedback from clientele

· Additional reporting applications will need to be built as time-trend data become available

· Ability to pull in other relevant information.  We’ll want to be able to add in other elements of pest risk, e.g. the ALB risk work done by Tom Luther to look at how travel routes or industrial activity affects ALB risk.

Connectivity with other, relevant IT systems
· The National Plant Diagnostic Network (NPDN): The NPDN National Repository holds records of all pests and disease samples submitted to NPDN.  We want to be able to compare trends identified with the UFORHIC to any pest signs and symptoms trends identified in the NPDN db.
· Forest Service Risk Mapping: The Forest Service Forest Health Program wants to use UFORHIC data to fill in gaps in its risk mapping program.
· i-Tree software suite: UFORHIC is meant to hold data generated by the i-Tree software suite.  UFORHIC will therefore need to keep up with any changes in the i-Tree software suite. (Further information on the i-Tree software suite can be found at http://www.itreetools.org/.)
Stakeholders and Desired Application Features:

Stakeholders include:

· City Foresters

· State Forestry Agencies

· Forest Service Forest Health Program (FHP)
· Forest Service Urban and Community Forestry Program (UCF)

· APHIS

· Cooperative Extension

· National Plant Diagnostics Network (NPDN)

· State Plant Pest Agencies

· “Green Industry” (landscapers, nurseries, etc.)

The table below lists the basic application features expected to be needed by the different UFORHIC stakeholders.  This list will grow and need refinement as UFORHIC develops, especially through ongoing input from the Technical Working Group.  
	User
	Application Feature 

	City Forester
	Pest Identification summaries and links to help user identify the specific pest or threat they may be dealing with.  

	City Forester
	Clear outline of next steps to take and contacts to make if a problem pest is found

	City Forester
	Feature that easily uploads data of many different formats while checking for data quality

	FHP Forest Service
	Ability to merge IPED and tree inventory reports with Forest Health Program risk mapping.  

	General Design Feature
	Feature that summarizes individual inventory data so that summaries from different inventories can be combined even though their source data can't be combined in it's raw format.

	General Design Feature
	Database that can hold all of the uploaded data.

	General Design Feature
	Ability to deal with variety of inventory sampling schemes (e.g. complete vs. sample inventories) so each data set is treated properly)

	General Design Feature
	Ability to expand and adjust the Info Center platform as other i-Tree utilities are developed

	Multiple Users 
	Report generator that can combine IPED data from any selection of communities to characterize threats and urban forest condition

	Multiple Users
	Reporting feature that can combine selected inventory data fields from any selection of communities

	Multiple Users
	Report generator that can tabulate the susceptibility to tree pests at multiple scales, i.e. whether certain areas are dominated by certain species of trees that are particularly susceptible to pests.  Report will be able to display risk in a map format as well

	Multiple Users
	Report generator that can tabulate the vulnerability to tree pests at multiple scales, i.e. whether certain pest signs and symptoms are found in a particular area that indicate a high risk.  Report will be able to display risk in a map format as well

	Multiple Users
	Report that can describe changes in the urban forest resource over time.  Will look at baseline data and updates for comparison.

	Multiple Users
	Ability to query for pest specific data, i.e. to display all signs and symptoms that suggest EAB for a particular region

	Multiple Users
	Summary report that gives tree count data, i.e. number and distribution of trees and species that can be extrapolated to the scale needed

	Multiple Users
	Summary reports by community

	Multiple Users
	Map creation tool to display any risk reports in a map version as well as a written report

	Multiple Users
	User-friendly report building function, i.e. a simple interface so users can select the types of reports they want to build.  


Users and Access
The table below lists the expected users of UFORHIC to give the potential recipient/cooperator an idea of the number and scope of users expected for the system.

	User
	Number of Users
	Type of Access

	City Foresters
	~2300 cities in the Northeastern Area have management plans, which implies they have an inventory as well

Nationally: ~4000 cities have management plans
	Inputting data: Upload local inventory data

General Information Search: Access Training, Read posted reports, etc.

Analysis: Expect that we would allow them to build their own reports.  Final decision on this hasn’t been made.

	State U&CF Coordinators
	NA: 21 State Coordinators

Nationally: 50+ State Coordinators
	General Information Search: Access Training, Read posted reports, etc.

Analysis: Ability to generate their own reports.

	State FHP Coordinators
	NA: 21 State Coordinators

Nationally: 50+ State Coordinators
	General Information Search: Access Training, Read posted reports, etc.

Analysis: Ability to generate their own reports.

	Forest Service FHP
	NA: Expect ~10 users

	Analysis: Would want to build own reports

	Forest Service U&CF
	NA: Expect ~ 10 users

	Analysis: Would want to build own reports

	NPDN members
	There are hundreds of members.  
	General Information Search: Access Training, Read posted reports, etc.

Analysis: Unsure the type of report building we’d want to allow

	APHIS
	There are hundreds of users.  
	General Information Search: Access Training, Read posted reports, etc.

Analysis: Unsure the type of report building we’d want to allow

	State Plant Health Boards
	22 users
	General Information Search: Access Training, Read posted reports, etc.

Analysis: Unsure the type of report building we’d want to allow

	Coop Extension
	22 Coop Extension Coordinators
	General Information Search: Access Training, Read posted reports, etc.

Analysis: Unsure the type of report building we’d want to allow


Workflow needs of the UFORHIC
This diagram provides a possible model for the workflow needs of UFORHIC, i.e. how will local inventory data be uploaded and analyzed by UFORHIC.  This is just a model, and the Forest Service expects the final workflow model to evolve through the development of UFORHIC.
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Database Structure and Report Generator

This diagram provides a possible model for the database and reporting structure of UFORHIC.  This is meant as a model to give the potential recipient/contractor an idea of what the Forest Service envisions for UFORHIC.  It is not a requirement that this structure be followed.
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Description of Security Requirements
The Cooperator selected for this RFP must agree to comply with the applicable IT security policy as outlined in this document.  

General Requirements:
The Cooperator shall be responsible for properly protecting all information used, gathered, or developed as a result of work under this task.  The Cooperator shall also protect all unclassified Government data, equipment, etc., by treating information as sensitive business, confidential information, controlling and limiting access to the information, and ensuring the data and equipment are secured within their facility.

The Cooperator or other external organization will not publish or disclose in any manner, without the FS Grants and Agreement Specialist’s written consent, the details of any programs, documentation, data, or safeguards either designed or developed by the Cooperator or other external organization under this Agreement or otherwise provided by the Government.  The Cooperator may be required to sign non-disclosure or other appropriate security agreements.  A written agreement between the FS and any Cooperators and other external organizations will be entered into before FS data and information otherwise exempt from public disclosure may be disclosed to the Cooperators and other external organizations.  The Cooperator and other external organizations will agree to establish and follow security precautions considered by the FS to be necessary to ensure proper handling of data and information. 
To the extent required to carry out a program of inspection to safeguard against threats and hazards to the security, integrity, and confidentiality of Government data, the Cooperator will afford the Government access to the Cooperator's or other external organization’s facilities, installations, technical capabilities, operations, documentation, records, and databases.  The Cooperator will cooperate with Federal agencies and their officially credentialed representatives during official inspections or investigations concerning the protection of FS information.  Cooperation may include providing relevant documentation showing proof of compliance with federal and agency requirements, and rendering other assistance as deemed necessary.

If new or unanticipated threats or hazards are discovered by either the Government or the Cooperator or other external organization, or if existing safeguards have ceased to function, the discoverer will immediately bring the situation to the attention of the other party.  

Security Requirements for software applications

Secure Coding Skills: The Cooperator will certify that at least one member of each programming team working on any code (including C, Java, .Net, ASP.NET, Visual Basic) to be delivered to the Forest Service has earned the Global Information Assurance Certification for Secured Software Programming or equivalent.

Source code testing, binary code testing, application scanning, and penetration testing: At least one week prior to delivery of any code due under this Agreement, the Cooperator will deliver to the COTR the following reports covering all code that will be delivered:

A. Source code testing results showing all potential security flaws identified by at least one of the commercial source code testing tools approved by the Office of the Chief Information Officer of USDA.  On the report, the Cooperator will highlight all vulnerabilities rated "critical" and "high".  The Cooperator must then correct the vulnerabilities, resend the code and ensure delivered source code health.

B. For web-applications, web application scanning test results showing all potential security flaws identified by at least one of the commercial web application scanning tools approved by the Office of the Chief Information Officer of USDA.  On the report, the Cooperator will highlight all vulnerabilities rated "critical" and “high”.

C. For all applications: application penetration results.

Copyright Management and Responsibility: By delivering applications or programming code to the Federal Government, the vendor or Cooperator certifies that they have the proper authority to transfer the property and will defend the government against copyright or other lawsuit resulting from the application or programming delivered.

Security requirements for acquiring IT Services from outside FS (processing/storing/transmitting FS data on a non-FS system) 

The Cooperator or other external organizations will develop, provide, implement, and maintain an IT System Security Plan for any system that includes acquisition, transmission or analysis of data owned by FS with significant replacement cost should the Cooperators and other external organization’s copy be corrupted.  This plan will describe the processes and procedures that will be followed to ensure appropriate security of IT resources that are developed, processed, or used under this Agreement.  The plan will describe those parts of the Agreement to which this clause applies. The Cooperator or other external organization’s IT System Security Plan will be compliant with applicable Federal laws that include, but are not limited to: (e.g., the Clinger-Cohen Act of 1996 and the Federal Information Security Management Act of 2002). The IT System Security Plan will meet IT security requirements in accordance with Federal and FS policies and procedures that include, but are not limited to: National Institute of Standards and Technology (NIST) SP 800-53 Guidelines.

The Cooperator and other external organizations will ensure that the appropriate security banners are displayed on all FS systems (both public and private) operated by the Cooperators and other external organizations prior to allowing anyone access to the system.

Security Requirements for acquiring IT hardware/software

The Cooperator and other external organizations will ensure that the appropriate security banners are displayed on all FS systems (both public and private) operated by the Cooperators and other external organizations prior to allowing anyone access to the system.

The Cooperators and other external organizations will submit proof to the Grants and agreement specialist that hardware and/or software products acquired as a part of any agreement are appropriate to their risk environment, and will confirm the proof of information assurance showing a cost-effective selection of security measures with appropriate security specifications and requirements.

The following security requirements apply to the use of a system of records on individuals and access to Federally-controlled buildings or information systems.  These requirements are not expected to be applicable to this Agreement, but are included to provide the potential Cooperator with information on what would be required should such a situation arise:
Requirements if the Cooperator or a subcontractor deals with a system of records on individuals as a part of this Agreement: 
The Cooperator Would Agrees To –
(a) Comply with the Privacy Act of 1974 (the Act) and the agency rules and regulations issued under the Act in the design, development, or operation of any system of records on individuals to accomplish an agency function when the Agreement specifically identifies— 

(i) The systems of records; and 

(ii) The design, development, or operation work that the Cooperator is to perform; 

(b) Include the Act notification contained in this Agreement in every solicitation and resulting subcontract and in every subcontract awarded without a solicitation, when the work statement in the proposed subcontract requires the redesign, development, or operation of a system of records on individuals that is subject to the Act; and 

(c) Include this clause, including this paragraph (3), in all subcontracts awarded under this Agreement which requires the design, development, or operation of such a system of records. 

In the event of violations of the Act, a civil action may be brought against the agency involved when the violation concerns the design, development, or operation of a system of records on individuals to accomplish an agency function, and criminal penalties may be imposed upon the officers or employees of the agency when the violation concerns the operation of a system of records on individuals to accomplish an agency function. For purposes of the Act, when the Agreement is for the operation of a system of records on individuals to accomplish an agency function, the Cooperator is considered to be an employee of the agency. 

Definitions of the clause:

(a) “Operation of a system of records,” as used in this clause, means performance of any of the activities associated with maintaining the system of records, including the collection, use, and dissemination of records. 

(b) “Record,” as used in this clause, means any item, collection, or grouping of information about an individual that is maintained by an agency, including, but not limited to, education, financial transactions, medical history, and criminal or employment history and that contains the person’s name, or the identifying number, symbol, or other identifying particular assigned to the individual, such as a fingerprint or voiceprint or a photograph. 

(c) “System of records on individuals,” as used in this clause, means a group of any records under the control of any agency from which information is retrieved by the name of the individual or by some identifying number, symbol, or other identifying particular assigned to the individual.

The Cooperators and other external organizations will ensure that the following banner is displayed on all FS systems that contain Privacy Act information operated by the Cooperators and other external organizations prior to allowing anyone access to the system:

“This system contains information protected under the provisions of the privacy act of 1974 (public law 93-579). Any privacy information displayed on the screen or printed must be protected from unauthorized disclosure. Employees who violate privacy safeguards may be subject to disciplinary actions, a fine of up to $5,000, or both.” 

Requirements if the Cooperator or a subcontract needs access to a Federally-controlled building or a Federally-controlled security system as part of this Agreement 
IT Security Training:  The Cooperator and other external organizations will ensure that its employees performing under this Agreement fulfill all Forest Service requirements for mandatory security awareness and 
role-based advanced security training in accordance with OMB Circular A-130, FISMA, and NIST requirements, and sign all applicable FS statements of responsibilities.

Background Investigations:  All non-government employees with unescorted access to FS facilities, computer systems and/or FS information must have background investigations commensurate with the level of risk and magnitude of loss or harm.  The FS will determine the level of background investigation and position classification needed.

Personal Identity Verification of Cooperator Personnel:  The Cooperator shall be responsible for ensuring compliance by its employees with all applicable federal regulations, to include those of GSA, NIST, USDA, FS and HSPD-12.  Cooperators and their employees are subject to all Federal laws applicable to Government installations and are under the jurisdiction of the Federal Protective Service (FPS).  The Grants and Agreement Specialist, or other designated program/project officers, in conjunction with the FS HCM HSPD-12 staff, will assist the Cooperator in processing the required Security Background Investigations/Clearances.

(1) The Cooperator shall comply with the personal identity verification (PIV) policies and procedures established by Department of Agriculture (USDA) Directives 3800 series.

(2) Should the results of the PIV process require the exclusion of a Cooperator’s employee, the grants and agreement specialist will notify the Cooperator in writing. 

(3) The Cooperator must appoint a representative to manage this activity and to maintain a list of employees eligible for a USDA PIV ID Badge required for performance of the work.

(4) The responsibility of maintaining a sufficient workforce remains with the Cooperator. Employees may be barred by the Government from performance of the work should they be found ineligible or to have lost eligibility for a USDA PIV ID Badge. Failure to maintain a sufficient workforce of employees eligible for a USDA PIV ID Badge may be grounds for termination of the Agreement.

(5) The Cooperator shall insert this clause in all subcontracts when the subcontractor is required to have access to a federally-controlled facility or information system.

(6) The PIV Sponsor for this Agreement is the grants and agreement specialist unless otherwise specified in this Agreement. The PIV Sponsor will be

available to receive Cooperator identity information from * (hours and days) to * (hours and days) at * (office address for registration). The Government shall notify the Cooperator if there is a change in the PIV Sponsor, the office address, or the office hours for registration.
(7)  At this time, the Government will pay for and process all required security investigations/clearances, except as identified differently within this clause.
(8) The Cooperator should be aware of any of its employees possibly having had a background investigation through another government agency.  The investigation that was conducted, if verifiable by the FS HSPD-12 staff and, if it was completed within the last 5 years, can be accepted by the Government in lieu of a background check. 
(9) The Cooperator shall comply with any facility badging requirements for the issuance of building access, badges, etc.:

· Ensure that each of the Cooperator’s employees has been issued either a temporary or permanent badge from the Government.  A permanent badge will not be issued until the security questionnaire has been completed and favorably reviewed.  Temporary or visitor badges will be provided for persons who are identified as having an infrequent or temporary legitimate business need for access to the site.  As noted above, periods that exceed 180 days will require a permanent badge.  The badge must be worn at all times while in the facility.  It must be displayed above the waist.  The individual will retain possession of the badge as long as continued admittance to the site is needed.

· Ensure the safekeeping, wearing, and visibility of Government furnished badges.

· Immediately return all badges and permits to the Government when such need ceases to exist.

(10)  The Cooperator shall comply with any facility security requirements for access to the facility.  
(11) The Cooperator shall comply with all applicable rules governing parking at USDA locations.
A simple diagnostic protocol for street tree pest detection 

DRAFT Version 2D: 3/10/09 

(IPED is currently in its Beta version and so some details of this protocol may change.)
1. Describe symptoms of tree stress (Display as: Tree Stress)

(Dieback, Epicormic branches, Wilt, Abiotic factors)

Dieback of twigs or whole branches is often a symptom of either biotic or abiotic stress, including drought, chemical injury, root injury or disease. 
• Is Dieback present? (Display as: Dieback)

-None
-Scattered twigs  (<10%)

-Scattered twigs  (> 10%; <  30%)

-Pervasive twig dieback throughout the crown

-One or more whole branch
Epicormic sprouts at the base of the tree along the bole or on woody branches are 


often a symptom of either biotic or abiotic stress. (Display as: Epicormic Sprouts)
• Are epicormic sprouts present?


-Yes

-No

Wilt can be caused by biotic or abiotic factors. (Display as: Wilted Foliage)




-No wilt



   
-Wilt, whole crown


    
-Wilt, partial crown



• Environmental stress or injury (Display as: Environmental Stress)





-None noted



   
-Lightning strike




-Hail injury





-Sunscald





-Broken branches
                         
-Flooding





-Drought/poor soil





-Other


• Human-caused stress or injury (Display as: Human-caused Stress)







-None noted


 


-Topping/Poor pruning





-Poor or restricted planting/mulching





-Wounding of woody tissues




-Salt/Chemicals





-Other
2. Inspect the foliage and twigs for signs & symptoms of insects or disease. 

(Chewed, discolored, abnormalities)
    
• Has the foliage been chewed? (Display as: Chewed Foliage)






-None noted
 



-Foliage eaten (wholly or partially)




-Mining
                        
-Chewing of the mid-rib only
     
• Is the foliage discolored but not chewed? (Display as: Discolored Foliage)






-None noted




-Mottling, spots, or blotches 





-Marginal scorching (browning) of leaves

              
-Interveinal scorching (browning) of leaves





-White coating





-Complete browning/bronzing of leaves or needles





-Complete yellowing of leaves or needles





-Stippling





-Yellow/orange pustules




-Other
•Is the foliage not chewed or discolored but abnormal in other ways? (Display as: Abnormal Foliage)






-None noted




-Sticky black coating





-Foliage/twigs distorted





-Galls on the foliage

            



-Curled tips




-Other
• Are any insects or signs of insects present on the twigs or foliage? (Display as: Insect Signs)


-None noted




-Caterpillars





-Sawflies

        


-Beetles

  



-Aphids/white cotton

 



-Bags




-Scales
    



-Tents/webbing




-Other

• How much of the foliage/twigs is affected? (Display as: % Foliage Affected)






-None
 



->1; <10%




->10; <30%





->30% but not the whole crown

    



-Whole crown affected

• Name of the causal agent, if known (?)
3. Inspect the branches and bole for signs & symptoms of insect and disease. 

(Insect activity, Disease presence, abnormalities)

• Are there signs or symptoms of insect activity on the woody branches, on the bole, or at the base of the tree? (Display as: Insect Signs)





-None noted




-Frass only




-Sawdust




-Pitch/resin exudation




-D-shaped exit holes





-Pencil round or oval exit holes (>=2mm)
         



-Shot holes (<2mm)




-Other holes

• Are insects present on the woody branches, on the bole or at the base? (Display as: Insect Presence)





-None noted




-Caterpillars





-Beetles





-Aphids





-Scale





-Ants





-Other insects

• Are there signs or symptoms of disease on the woody branches, bole or at the base? (Display as: Disease Signs)




-None noted


-Conks


-Fleshy mushrooms

  



-Cankers

    



-Bleeding/slime flux





-Rhizomorphs





-Mycelial fans





-Resinosis/gummosis




-Other

• The signs of insect or disease activity are located on: (Display as: Problem Location)






-None noted

   

-Branches 

             
-Bole and/or root collar

             
-Both
• Are there signs of abnormal growth on the bole or branches? (Display as: Abnormal Growth)





-None noted




-Witches’ brooms





-Galls





-Parasitic plants




-Frost cracks or other openings





-Loose bark





-Other

• Name of the causal agent, if known (?)
Community 1 tree inventory data


FORMAT A


Sample inventory

















Community 2 tree inventory data





FORMAT B


Full inventory








Community X tree inventory data





FORMAT X


Sample inventory








Community 1 tree inventory data





Standardized format, QC’d


Sample inventory











Community 2 tree inventory data





Standardized format; QC’d


Full inventory








Community X tree inventory data





Standardized format, QC’d


Sample inventory








Community 2 tree inventory data





Summary Statistics in Standard Format








Community 1 tree inventory data





Summary Statistics in Standard Format








Community X tree inventory data





Summary Statistics in Standard Format








Generate  Summary


Statistics


Summary function will vary based on inventory being sample, complete, etc.





Aggregated pool of inventory data





- species


- dbh


- condition


- private v. public


- FIPS code (w/ project# if needed)


- type of inventory





Upload and


Filter Data


Convert to like fields; quality check





Communities put data in file type for uploading












































� The Northeastern Area includes Minnesota, Iowa, Missouri, Wisconsin, Illinois, Michigan, Indiana, Ohio, West Virginia, Maryland, the District of Columbia, Delaware, New Jersey, Pennsylvania, New York, Connecticut, Rhode Island, Massachusetts, New Hampshire, Vermont and Maine.  Pending success of UFORHIC in the Northeastern Area, it is expected to become a national application.
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