OVERVIEW INFORMATION

Issued By

U.S. Department of Homeland Security (DHS)/National Protection and Programs Directorate/Office of Cybersecurity and Communications
Catalog of Federal Domestic Assistance (CFDA) Number  
97.127
CFDA Title  Cybersecurity Education and Training Assistance Program (CETAP)
Funding Opportunity Announcement Title

Integrated Cybersecurity Education Communities (ICEC): Expansion of a Portable Cybersecurity Education Teacher-Focused Model
Authorizing Authority for Program
Consolidated and Further Continuing Appropriations Act, 2013, Division D, Title III, Infrastructure Protection and Information Security (P. L. 113-6)
Appropriation Authority for Program

“A total of $1,157,529,000 is provided for “Infrastructure Protection and Information Security (IPIS)” “Of the total provided … $16,876,000 is for cybersecurity education.” (Consolidated and Further Continuing Appropriations Act, 2013, Division D, Title III, Infrastructure Protection and Information Security (P. L. 113-6)
FOA Number  
DHS-13-NPPD-127-001
Key Dates and Time
Application Start Date:


05/07/2013
Application Submission Deadline Date:
06/07/2013
Anticipated Funding Selection Date:

 06/17/2013
Anticipated Award Date: 


08/30/2013
Other Key Dates

Within 60 days of award, the award recipient shall recommend communities in the United States that meet the criteria for community maturity as defined in Section III (below).  
Intergovernmental Review 

Is an intergovernmental review required?  Yes  No
FOA EXECUTIVE SUMMARY
Program Type

Select the applicable program type:  New  Continuation  One-time

Date of origin for Program: program initiated 07/27/2011
Funding Opportunity Category

Select the applicable opportunity category: 

Check all boxes that apply

 Discretionary       
 Mandatory

 Competitive      
 Non-competitive 

 Sole Source 

Application Process 
DHS makes all funding opportunities available through the common electronic “storefront” grants.gov, accessible on the Internet at http://www.grants.gov. If you experience difficulties accessing information or have any questions please call the grants.gov customer support hotline at (800) 518-4726. 
Application forms and instructions are available at Grants.gov. To access these materials, go to http://www.grants.gov , select “Apply for Grants,” and then select “Download Application Package.” Enter the CFDA and/or the funding opportunity number located on the cover of this announcement. Select “Download Application Package,” and then follow the prompts to download the application package. To download the instructions, go to “Download Application Package” and select “Instructions.” 

To submit an application through Grants.gov, applicants must have the following:

    A compatible version of Adobe Reader. Adobe Reader is available from Grants.gov at no charge.

    A Data Universal Numbering System (DUNS) number. This is required for the applicant and all sub-awardees.

    Registration with the System for Award Management (SAM).

    Authorization to submit an application through Grants.gov.
- To submit an application through Grants.gov, the applicant must be the Authorized Organization Representative (AOR) for their organization.
- Electronically submitted applications will not pass the validation check at Grants.gov if the AOR does not have a current SAM registration and electronic signature credentials.

See Grants.gov for information on how to obtain a DUNS number, how to register with SAM, and obtain authorization. DHS strongly encourages applicants to obtain or update all registrations related to Grants.gov well in advance of the application deadline.

For assistance with using Grants.gov, visit the Grants.gov Applicant User Guide: http://grants.gov/assets/GrantsGov_Applicant_UserGuide_v6.1.pdf. 
For additional applicant resources, see: http://grants.gov/applicants/app_help_reso.jsp.
Note: DHS may request that you provide original signatures on forms at a later date.

Eligible Applicants  

Nonprofits with 501(c)(3) IRS status, other than institutions of higher education
Type of Funding Instrument    Cooperative Agreement 
The Department of Homeland Security (DHS) will maintain substantial involvement in the administration of the award, including in the selection of communities that will receive and implement the model.  
A. DHS will provide technical assistance in the form of email, teleconferences (to include regularly scheduled teleconferences), workshops, webinars, training opportunities, and site visits as DHS deems necessary.

B. DHS representatives will attend and participate in appropriate meetings initiated by the grant recipient.

C. DHS will provide subject matter experts (SMEs) and other technical resources to each component of the project.

D. DHS will assist in the establishment of Federal interagency partnerships, collaboration, and cooperation that may be necessary for carrying out the project.

E. DHS will assist in the establishment of partnerships, collaboration, and cooperation with State, local, or territorial governments, or private entities that may be necessary for carrying out the project.

F. DHS will provide technical or other assistance related to security clearances as necessary to fulfill the scope of work approved by DHS for an award under this funding announcement.

G. DHS will exchange strategic information with CETAP in furtherance of the goals and objectives of an award under this funding opportunity announcement.

H. Within 60 days of award, the grant recipient shall recommend communities in the United States that meet the criteria for community maturity as defined in Section III (below).  DHS shall review the grant recipient’s recommended communities and shall assess the extent to which the community can reasonably expect to reach full maturity within three years.  Therefore, the recipient shall present the perceived strengths and weaknesses of each potential community in terms that reflect the criteria for maturity.  DHS must approve all community selections prior to the final selection of any community.
I. Recipient must hold at least three meetings within the period of performance with DHS officials at a location to be determined by DHS to demonstrate appropriate management of award funds.  Meetings will be scheduled as needed.
Cost Share or Match  
None Required
Maintenance of Effort

Is there a Maintenance of Effort (MOE) requirement?  Yes  FORMCHECKBOX 
 No
Management and Administration

Indirect Costs (IDC) are allowable by the grant recipient and sub-awardees.  Applicant must provide a copy of its federally approved and negotiated IDC rate at the time of application, if they have one and intend to request indirect costs.  
FULL ANNOUNCEMENT
I. Funding Opportunity Description
Program Overview and Priorities

The program addresses a priority area implemented by Presidential Policy Directive/PPD-8 (http://www.dhs.gov/presidential-policy-directive-8-national-preparedness) through its alignment with the campaign to build and sustain national preparedness.  The program provides Federal financial assistance toward community-based efforts to increase knowledge of cybersecurity topics and encourage interest in cybersecurity as an academic pursuit and as a professional career.
Program Objectives
In accordance with the above priority area, DHS has an interest in promoting cybersecurity education in State and local government agencies and educational institutions, as well as providing a mechanism whereby cybersecurity education is available not only in the form of the formal education of students, but in the professional development of their teachers.  Programs such as these are key to developing students’ interest in the cybersecurity career field at an early stage to bolster the pipeline of future cybersecurity professionals - an important objective of DHS and of the President.  DHS also recognizes that educational summer camps offer a unique method of reaching students outside of the traditional classroom setting.  Therefore, DHS developed the following five goals:

1. Expand awareness of cybersecurity issues in highlighting the DHS-State government student-teacher education and training program

2. Explore and encourage cybersecurity career paths

3. Train and educate on technical elements of cybersecurity to include: threat analysis, cryptography, identification, authentication, access, and authorization process

4. Identify a portable model to aid in replication to other States and pilot that model

5. Provide the means to measure the long-term effects of the camp on the participating students and teachers to include: the number of students who choose to pursue Science, Technology, Engineering and Math (STEM) disciplines through academia as well as in their career choice and the level of impact on additional students from the teachers who receive professional development training.

The awardee must be able to present a portable model that addresses all five goals, while focusing on high school teachers.  Starting in FY13, this effort will expand the use of the portable model meeting all five goals to reach multiple communities in the United States.
II. Funding Information
Award Amounts, Important Dates, and Extensions

Available Funding for the FOA: 
Up to $5,000,000 (Available for the initial Budget Period of 08/30/2013- 08/29/2014 only)

Projected number of Awards:

One (1)
Projected Award Start Date(s):
08/30/2013

Projected Award End Date(s): 
Expected completion through 08/29/2014. 
Period of Performance: 
60 months -- 08/30/2013 to 08/29/2018. Subject to availability of funds, an additional four budget periods may be authorized beyond the initial budget period.
Period of Performance

Is an extension to the period of performance permitted?  FORMCHECKBOX 
 Yes  No
Subject to the availability of funds, the performance period is five years, comprised of five one-year budget periods.  By 05/18/2014, which is 90 days prior to the projected expiration of the first year budget period, the recipient must submit an official notice requesting DHS continuation of funding for the second year budget period.  The recipient will be required to apply for continuation funds through Grants.gov.
Throughout the period of performance, DHS’ commitment to continuation of awards will be conditional on the availability of funds, evidence of satisfactory progress by the recipient (as documented in required reports and ongoing monitoring), and the determination that continued funding is in the best interest of the federal government. 
Extensions to the Performance Period may be awarded, but are not guaranteed. Extension approvals will be based on the availability of funds within the award and acceptable performance.
III. Eligibility Information
Eligibility Criteria

The grant recipient is expected to establish relationships with communities in the United States and identify those communities that are readily capable of reaching “maturity” in their ability to implement the cyber education camp model.  Therefore, eligible applicants will have and be able to demonstrate at least three years of direct experience in identifying and working with a community to host the camp, establish relationships with area high schools, provide professional development to participating high school teachers, and provide training to faculty participating in hosting the camp. 

For the purposes of this program, a “mature” community will be centered in an institution of higher education and will meet the following criteria:

· Capable of establishing relationships with area high schools.  Evidence of a relationship may include (but is not limited to) articulation or other agreements, high school classes counted for college credits, high school students taking classes through the college/university.

· Capable of providing evidence of interdepartmental collaboration within the college/university hosting the camp.  Evidence may include (but is not limited to) evidence of interdisciplinary research, cross-disciplinary courses, established partnerships with industry, government, non-profits, or other non-academic sector organization(s).

· Capable of providing evidence of community outreach.  Evidence may include (but is not limited to) faculty involvement in local community/school boards, participation in community events, sponsorship of community outreach events.

· Capable of providing evidence of faculty members, and the availability of said faculty members, who presently possess the appropriate knowledge enabling them to participate in the implementation of the camp model in the coming summer, including participation in train-the trainer sessions, teach-the-teacher sessions, and the operation of the camp.

· Capable of providing evidence that the academic institution recognizes the value added in dedicating its faculty to participating in the activity.  Evidence may include (but is not limited to) a letter or other documentation from a representative of the school’s administration attesting to his or her support for the activity and to the participation of members of the institution’s faculty.

· Capable of providing evidence of faculty with a working knowledge of the proposed cyber education camp model.  Evidence may include (but is not limited to) the institution’s technical approach to use the criteria listed above to adopt, implement, and host the cyber education camp.

The grant recipient is also expected to work with new communities to help them reach maturity as defined above.  Therefore, eligible applicants shall have at least three years of direct experience in reaching out to a new community to assist it in attaining the capability to host a camp that meets the criteria outlined above. 
The grant recipient must be able to present a portable model that addresses all five goals, while focusing on high school teachers.  Starting in FY13, this effort will expand the use of the portable model meeting all five goals to reach multiple communities in the United States.
Therefore, applicants will be eligible only if they have had direct experience with and oversight of the management of a model that addresses all five goals.  To meet program objectives, this model must have a multi-disciplinary approach to high school teacher and student cyber education and experience.  Further, applicants must have and be able to demonstrate at least five years of experience managing this model and operating a camp in each of these five years. 

Information regarding the application review and selection process is found in section V (below).

Applications will be considered ineligible for funding consideration if they fail to meet any of the eligibility criteria, including the various process deadlines set forth in this document.

Funding will be dedicated toward support for the existing cybersecurity education camp and support for the implementation of the camp model in new communities.  Such support may include (but is not limited to):

· Subject matter experts for faculty mentorship

· Introductions of faculty at the new community to observe the existing camp

· Professional development workshops for participating high school teachers

· Facility rental, room and board, and other expenses to enable high school teacher participation

· Research to assess the effectiveness of the implementation of the camp model in the new community

· Compilation of an annual report, tracking and describing the roll-out of the cybersecurity education camp model
IV. Funding Restrictions
Restrictions on Use of Award Funds
The use of award funds is restricted to activities related to the roll-out of a cybersecurity education camp model to multiple communities in the United States. 

1. DHS funds may only be used for the purpose set forth in the agreement, and must be consistent with the statutory authority for the award. Cooperative agreement funds and non-monetary support may not be used for cost-sharing or matching funds for other Federal grants, lobbying, or intervention in Federal regulatory or adjudicatory proceedings. In addition, Federal funds may not be used to sue the Federal government or any other government entity.
2. Equipment purchases.

a. Prior to the purchase of equipment in the amount of $5,000 or more per unit cost, the Recipient must obtain the written approval from DHS.

b. The Recipient shall maintain an annual inventory which will include a brief description of the item, serial number and amount of purchase for equipment purchased with grant/cooperative agreement funds, or received under a grant or cooperative agreement, and having a $5,000 or more per unit cost. The inventory must also identify the sub-award under which the equipment was purchased.

c. Insurance on the equipment will be the responsibility of the Recipient.

d. Title of equipment will remain with the Recipient until closeout when disposition will be provided in writing by the DHS within 120 days of submission of final reports.

e. Equipment purchases are limited to those items that fall within the categories described in Attachment C, “Eligible Equipment.”
3. Profit/Fee is not allowable except when subcontracting for routine goods and services with commercial organizations.
4. Travel is limited to travel within the United States.  
5. Foreign travel is not permitted under this announcement.
6. Construction costs are not allowable under this funding opportunity.

Pre-award costs are allowable only with the written consent of DHS and included in the award agreement.
V. Application Review Information and Selection Process
Application Review Information
Applications for this FOA will only be accepted from eligible entities as described in Section III above.  

DHS conducts an initial review of all applications to determine whether they meet the following minimum requirements, if not they will be deemed non-responsive and not forwarded to the Objective Review Panel.

Applications will be deemed non-responsive and not forwarded to the Objective Review Panel if: 

· All required forms are not included in application

· Non-profit documentation is not included

· Application is not received by the Application Submission Deadline Date of June 7, 2013, for any reason, including but not limited to: problems with obtaining a DUNS Number, registration to SAM,  or unresolved submission issues or difficulties with Grants.gov

· Supporting Narrative longer than 25 pages

· Supporting narrative or documentation which fails to sufficiently address or substantiate section V components that will be scored by the review panel.

*No appeals of disqualified/rejected applications will be allowed for the factors listed above. 
 All applications that do meet the requirements listed above will be reviewed by an Objective Review Panel and assessed against the stated criteria, as outlined below. The Selection Authority will make the final determination, based on the Panel’s reviews.
The review panel will include at least three reviewers with professional knowledge and experience in cybersecurity program management.  These reviewers will collectively be a committee of field readers.  All applications deemed eligible by GFAD for second level review will be sent to the Objective Review Panel.  The review panel will receive a copy of each application and will evaluate it against the criteria above and the applicant’s technical approach to implementing the expansion of the model.  Through this selection process, the government will determine the proposal that best addresses all program requirements and is, therefore, most worthy of funding.
Individuals with any actual or perceived conflict of interest shall not participate in the selection process.  All reviewers shall sign a conflict of interest/non-disclosure certificate.

Grant applicants will be eligible only if they: 

· Have had direct experience with and oversight of the management of a cyber education camp model that addresses all five goals listed in section I above.

· Have had direct experience with and oversight of the management of a portable, teacher-focused cyber education camp model with a multi-disciplinary approach to high school teacher and student cyber education and experience.  The model must be portable in order to be implemented in multiple communities and must have the capacity to affect at least 1.7 million high school students in cyber education over 10 years.

· Have and are able to demonstrate at least five years of experience managing this model and operating a camp in each of these five years. 

· Have at least three years of direct experience in reaching out to a new community to assist it in attaining the capability to host a camp that meets the criteria outlined in section III above.

Applications shall be evaluated with the following points (highest total score is 100):

Program Design and Rationale (20 points): The extent to which the applicant proposes a comprehensive approach to having created and being capable of implementing a cyber education camp model in multiple communities across the Nation, with the capacity to affect at least 1.7 million students over 10 years.  The extent to which the applicant is able to justify how the program design will form the basis of a successful and effective cyber education camp model program that will bolster cyber education in communities across the Nation.  The extent to which the applicant is able to show the relationship between the program design and projected outcomes.  The extent to which the applicant demonstrates how the proposed cyber education camp model can be implemented across multiple communities that will result in greater knowledge of cybersecurity topics among high school teachers and their students, with the intent of encouraging the overall secure and safe use of the Internet and of cyber education and careers.  

Project Management and Organizational Capability (20 points): The degree to which the applicant, as the lead technical institution, has a sound management and fiscal structure including: well-defined roles for administrators and staff, established financial management systems, and a commitment to ongoing staff and volunteer development and training to ensure effective program implementation.  The extent to which the applicant identifies and demonstrates that qualifications, capabilities, and educational background of the identified key personnel (at a minimum the Project Manager) who will manage and implement the proposed program are relevant and will contribute to the success of program goals and objectives.
Demonstrated Experience and Past Performance (50 points): The extent to which the applicant demonstrates direct experience with and oversight of the management of a portable, teacher-focused cyber education camp model with a multi-disciplinary approach to high school teacher and student cyber education and experience.  The extent to which the applicant has experience managing Federal grant-funded projects.  The extent to which the applicant has experience establishing a baseline of community maturity as defined in section III above and experience measuring effectiveness of efforts and progress over time.  The extent to which the applicant has a track record of successfully promoting cyber education among high school teachers and students through a cyber education camp model. The extent to which the applicant has established relationships with academic institutions, including four-year and two-year academic institutions and with high schools, both within its own geographic region and in the geographic region of potential host communities.  The depth of the applicant’s experience in working to coordinate activities with multiple entities that led to successful hosting of a cyber education camp. 
Project Plan and Budget (10 points): The extent to which the applicant explains each element of the project phases and provides milestones that are well defined and can realistically be completed within the grant cycle.  The extent to which the applicant is able to correlate and support the program’s budget to the project phases and implementation timeline.  The extent to which administrative/management costs are balanced with funds designated for project operation.
Application Selection Process
The application requires the applicant to describe its existing portable cybersecurity education camp model and its plan to facilitate the successful implementation of the model in communities in the United States.  A well-described and thought-out plan is vital to the successful roll-out of the model.  For this reason, the application will be evaluated primarily based upon the applicant's technical approach to the implementation of the model, demonstrating its understanding of this announcement’s objectives, the plan for implementing and successfully demonstrating these objectives, and the reasonableness of this plan.  In particular, the applicant must address how it meets the eligibility criteria listed in section III (above) and provide evidence demonstrating this eligibility.  

The applicant must submit an application, demonstrating its experience developing and hosting a teacher-focused, portable cybersecury education camp, as well as its capacity to serve as the Lead Technical Institution, including its experience in reaching out to and assisting communities in the United States to implement the camp. If the application fails to address each of the evaluation criteria listed in Section III (above), the applicant will be deemed ineligible and will not be selected.

The DHS Cybersecurity Education Office is the entity responsible for organizing the Objective Review Panel.
VI. Post-Selection and Pre-Award Guidelines
Notice of Award

DHS issues formal award notification documents following fulfillment of DHS Congressional notifications.  All DHS grants and cooperative agreements are subject to the standard DHS award Terms and Conditions, which are attached to this FOA package.  Program-specific terms and conditions include:
· The award will be made under a cooperative agreement and will be signed by the Grants Officer authorized to obligate DHS funding.  The award will be sent to the grant recipient via email.
Administrative and Federal Financial Requirements


A complete list of Federal Financial Requirements is available at: http://www.whitehouse.gov/omb/grants_forms. 
All successful applicants for all DHS grant and cooperative agreements are required to comply with DHS Standard Administrative Terms and Conditions available in Part 6.1.1 of http://www.dhs.gov/xlibrary/assets/cfo-financial-management-policy-manual.pdf. 

Program Performance Reporting Requirements


Financial Reports 

The recipient is required to submit the following financial reports:

a.
Quarterly Federal Financial Reports (SF-425) must be submitted to the DHS Grants Officer within 30 days after the end of each quarter.  Reports are due January 30, April 30, July 30, and October 30.  Reports shall be submitted via email to DHS-GrantReports@hq.dhs.gov
 (include the “CETAP acronym & DHS grant number in the subject line of the email, and also copy the program office).

b.
Quarterly Cash Transaction Reports (SF-425) must be submitted to the Department of Health and Human Services Division of Payment Management.

c.
Final Federal Financial Report (SF-425) must be submitted to the DHS Grants Officer within 90 days after the expiration date of the Performance Period. 

Performance Reports

The recipient is required to submit the following performance reports:

a.
Quarterly Performance Reports must be submitted to the DHS Grants Officer within 30 days after the end of each quarter.  Reports are due January 30, April 30, July 30, and October 30.  Reports shall be submitted via email to DHS-GrantReports@hq.dhs.gov
 (include “CETAP” acronym & DHS grant number in the subject line of the email, and also copy the program office).
b.
Final Performance Report must be submitted to the DHS Grants Officer no later than 90 days after the expiration date of the performance period.  The final performance report shall include the following:

•
 A description of the recipient’s implementation of the cyber education camp model in the summer of 2014 at the original host academic institution and in new communities, lessons learned, and demonstrated success in addressing all five goals listed in section I above and in assisting one or more new communities reach maturity as defined in section III above. 

c.   The Final Report shall be submitted to the DHS Grants Officer and the DHS Program Officer.

d. The Recipient shall submit the Final Report to the DHS Grants Officer and the DHS Program Officer within 60 days following the execution of the final camp activities in the summer of 2014.
VII. DHS NPPD-CS&C Contact Information

Contact and Resource Information

Daniel Stein 

DHS Program Officer, Cybersecurity Education and Training Assistance Program (CETAP)

Address: 245 Murray Ln., Bldg. 410, Washington, DC 20528 

Email: CETAP-Info@dhs.gov 

Phone: 703-235-5292 
Bruce Edwards

DHS - Grants and Financial Assistance Division

Email: bruce.edwards@hq.dhs.gov.

Phone: 202-447-0232
VIII. Other Critical Information

Additional Information
· Applicants must attach a copy of their latest indirect cost rate (IDC) agreement, if they have one.  If no IDC rate agreement exists, no indirect costs should be listed in the budget. 
· If the Component/Directorate introduces subsequent amendments to this application, those amendments will be posted to www.grants.gov .

· The government is not obligated to make any awards as a result of this announcement

· Only Grant Officers can bind the government to the expenditure of funds.
IX. How to Apply
Application Instructions
1. Applications must be submitted electronically through Grants.gov. If the applicant encounters difficulties, please contact the Grants.gov Help Desk at 1-800-518-4726 to report the problem and obtain assistance with the system. DHS is not in a position to assist applicants in case they encounter problems or difficulties with the grants.gov process; applicants should directly contact the customer support help desk at the number listed above.
2. To submit an application through Grants.gov, applicants use Adobe Reader. You must use a version of Adobe Reader that is compatible with Grants.gov. Adobe Reader is available from Grants.gov at no charge.
3.  The applicant must submit the required forms and document listed below.

Complete the required forms in accordance with the application instructions on Grants.gov. If

submitting any information that is deemed proprietary, privileged or confidential commercial or financial, please denote the beginning and ending of such information with asterisks (***).

· Form SF-424 – Application for Federal Assistance
Complete the SF-424 application form. This form may be completed on the Grants.gov website or it can be completed offline in its entirety. NOTE: Applications submitted through Grants.gov must use the SF-424 provided by Grants.gov. The SF-424 application form can only be viewed and downloaded once Adobe Reader has been installed. The

SF-424 application form on Grants.gov is formatted so applicants are only required to complete fields which are indicated with an asterisk (*) and color coded. Once the application is complete, close the document (you will then be prompted to save changes or not). Additional guidance on how to complete the Form SF-424 can be found at: http://www.grants.gov/assets/SF424Instructions.pdf.
· Form SF-424A – Budget
Complete the budget in its entirety. Provide budget amounts by object class (salaries, fringe, travel, indirect, etc.). Funds may be requested as long as the item and amount are necessary to perform the proposed work and are not precluded by the cost principles or program funding restrictions.

Additional guidance on how to complete the Form SF-424A can be found at:

http://www.grants.gov/assets/InstructionsSF424A.pdf.
See Section IV. Funding Restrictions.

· Certifications/Assurances
Applicants must submit:

· Form SF-424B – Assurances – Non-Construction Programs; and

· Certification Regarding Lobbying. If paragraph two of the certification applies, then complete and submit the SF-LLL Disclosure of Lobbying which is provided as an optional form in the application package.

By signing and submitting an application under this announcement, the applicant is providing: Certification Regarding Drug-Free Workplace Requirements; Certification Regarding Debarment, Suspension, and Other Responsibility Matters – Primary Covered Transactions; and Certification that the applicant is not delinquent on any federal debt.

4. The applicant and any proposed sub-awardee must provide documentation of non-profit and/or public status. Any of the following constitutes acceptable proof of non-profit status:

    A reference to the applicant organization’s listing in the Internal Revenue

Service’s (IRS) most recent list of tax-exempt organizations described in section

501(c)(3) of the IRS Code.

    A copy of a currently valid IRS tax exemption certificate.

    A statement from a State taxing body, State attorney general, or other appropriate State official certifying that the applicant organization has a non-profit status and that none of the net earnings accrue to any private shareholders or individuals.

    A certified copy of the organization’s certificate of incorporation or similar document that clearly establishes non-profit status.

    Any of the items in the subparagraphs immediately above for a State or national parent organization and a statement signed by the parent organization that the applicant organization is a local non-profit affiliate.

    A signed statement on official letterhead by an official authorized to apply for grant funds on behalf of the public entity shall suffice.

The documentation of non-profit and/or public status should be attached to the

“Attachments” form found under the “Mandatory Documents” section of the application

“Attachments” form found under the “Mandatory Documents” section of the application

5. The applicant must have a DUNS number to submit an application through Grants.gov. See the Grants.gov website for information on how to obtain a DUNS number. In addition, the applicant must be registered with the System for Award Management (SAM) to submit an application through Grants.gov. See the Grants.gov website for information on how to register with the SAM.

The applicant must be registered, credentialed and authorized at Grants.gov to submit an application through Grants.gov. See the Grants.gov website for information on how to register, obtain a credential and become authorized.

DHS strongly encourages applicants to obtain or update all registrations, credentials and authorizations related to Grants.gov well in advance of the deadline for submission.

6. DHS may request that you provide original signatures on forms at a later date.

X. Application and Submission Information
Application and Submission Information
Applicants will obtain FOA Overviews and Full Announcement information from the Grants.gov website where the full FOA is posted.

For a hardcopy of the full announcement, please email Bruce Edwards at bruce.edwards@hq.dhs.gov
In addition, the following Telephone Device for the Deaf (TDD) and/or Federal Information Relay Service (FIRS) number available for this Announcement is: 1-800-518-4726 (Grants.gov Help Desk).
Applications will be processed through the Grants.gov portal.

DHS may request that you provide hard copies at a later date.
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